
CNP accounts: Merchants processing directly through 
a compliant 3rd party gateway such as NMI, Auth.net, USAEpay, etc.

Security Metrics
Instructions 
to become compliant.



Login
• Login Link: https://www.securitymetrics.com/portal/app/ngsm/login



User Agreement
• Click “Accept”



Security Metrics Dashboard
• Click on the “arrow” to get started



Partner Confirmation
• Click “Next”



Confirm Account Information
• If anything changed, merchant should update and click “Next”



Select Your Processing Method
• Ecom – Auth.net, NMI, USAEpay, ETC
• Check off “eCommerce”
• “I accept payments through a 3rd party”
• Click “Next”



Electronic Storage
• Click “No” – Merchants are not allowed to store CC information, unless using P2PE
• Click “Next”



Designated SAQ – A 3.2.1
• Click “Activate and Continue”



Start Questionnaire
• Click “Continue”



Policy
• Answer Yes or N/A
• If the answer is N/A, you must provide an explanation. 

“This section does not apply to my business” is a valid explanation.
• After answering all the questions, 

scroll down, and click “Next”



Physical Access
• Answer Yes or N/A 
• If the answer is N/A, you must provide an explanation. 

“This section does not apply to my business” is a valid explanation.
• After answering all the questions, 

scroll down, and click “Next”



Unique IDs
• Answer Yes or N/A
• If the answer is N/A, you must provide an explanation. 

“This section does not apply to my business” is a valid explanation.
• After answering all the questions, scroll down, and click “Next”



Vendor Defaults
• Answer Yes or N/A
• If the answer is N/A, you must provide an explanation. 

“This section does not apply to my business” is a valid explanation.
• After answering all the questions, scroll down, and click “Next”



Development
• Answer Yes or N/A
• If the answer is N/A, you must provide an explanation. 

“This section does not apply to my business” is a valid explanation.
• After answering all the questions, scroll down, and click “Next”



Choosing Your 3rd Party Provider
• Under webhost, type in the name of your gateway provider. 

If no results were found after entering the name, Ex: “ NMI”
• Then click “Add”
• Click “Next”



Confirm Your Assessment
• Click “I Agree”



PCI-SAQ Compliance Confirmation
• To go back to the home screen, click “Dashboard”



How to retrieve your PCI Certificate & SAQ?
• From the home screen, Click “Menu” > “Reports” 



Thank You For 
    Becoming 
PCI-DSS Compliant!

SAQ Valid for 1 Year


